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NCAE-C Curriculum Task Force

Catalog and create high-quality and 

relevant curricula on emerging cyber 

topics, mapping to curricular and 

workforce guidelines, and make them 

freely available.

https://cyberedtaskforce.org

Mission



NCAE-C Curriculum Task Force

https://cyberedtaskforce.org

Organization



◎ 951 learning 

objects

◎ 22 topics

◎ 3000+ 

resources

Future plans: Look 

outside the 

community

Reconnaissance

CLARK



◎ Industry focus groups

◎ Survey to identify top knowledge & skills in each 

area

○ Quantum resistant cryptography

○ Autonomous / self-driving vehicle security

○ Zero trust

○ Software supply chain security

○ Ransomware

Gap Analysis



Several rounds of proposals funded

Most with a 1-year timeline. 

Mid-term check.

Technical and editorial review.

○ Zero trust security

○ Ransomware

○ Quantum Resistant Cryptography

○ Software Supply Chain Security

Construction

CLARK



○ Zero trust security

○ Ransomware

○ Quantum Resistant 

Cryptography

○ Software Supply Chain 

Security

○ AI and LLMs for 

Cybersecurity

○ Security for AI

Construction 

Topics
CLARK

○ Autonomous and Connected 

Vehicles

○ DevSecOps and Secure 

Software development

○ Autonomous Vehicle Security

○ Medical Device Security

○ Ransomware: Prevention, 

Detection, and Recovery



Institutions Funded (over 600K awarded)







Construction

CLARK



◎ Remaining gaps identified

Round 2

https://cyberedtaskforce.org



Cybersecurity Labs and 

Resource Knowledge-base

Search and 

Filter 

Browsing

Bloom’s 

Based 

Outcomes

Modularized 

Content

Compresse

d 

Downloads



The CAE Resource Directory

Community 

Supported

CAE 

Resource 

Hub

Cyber 

Education 

Resources



Content Intake

CLARK

Best Practices

Feedback

Curriculum

Resources



What’s available on 
CLARK?

https://clark.center/




Module 1 - Introduction to Networks

https://clark.center/details/cmwelu/cf9aae74-be9d-43ff-8981-a66efe685bbe

https://clark.center/details/cmwelu/cf9aae74-be9d-43ff-8981-a66efe685bbe


https://clark.center/details/ssmith142/273d0e03-59ad-4478-88dc-8b6bbd3f04c2

https://clark.center/details/ssmith142/273d0e03-59ad-4478-88dc-8b6bbd3f04c2


What’s available on 
CARD?

https://caeresource.directory/






How are submissions 
reviewed?



Overview of Review Process for Curriculum and Resources

Utilize CLARK model 

to build curriculum or 

submit resources to 

CARD

Submission

Continuously identify 

updates to the 

curriculum and 

resources

Revision

Collaborate with 

authors to ensure 

quality curriculum

Author Engagement

Proof material for final 
release on CLARK or 
CARD

Proofing and Release

Conduct a review of 

materials for editorial 

and technical issues

Review
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“Resilient” 
Cybersecurity 
Curriculum In 

Higher 
Education

● Is pedagogically and technically correct
● Has a topic that is relevant to classroom 

or workforce needs
● Is mapped to curricular standards or 

guidelines
● Provides learning experiences directly 

applicable to the learners’ interests, 
aspirations, and cultural experiences

● Uses real-world problems and contexts
● Is resilient against rapidly advancing 

threats and changes 
● Has materials in a format that is usable in 

a classroom environment
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Relevancy: CAE KUs and beyond

○ ABET Cybersecurity Program Criteria

○ Cyber Security Education Consortium (CSEC)

○ Computing Curricula (CC 2023)

○ Centers of Academic Excellence in Cybersecurity 

Knowledge Units (CAE KUs)

○ National Initiative for Cybersecurity Education 

Workforce Framework (NICE)

○ Department of Defense Workforce Framework

(DCWF)

○ Secondary School Guidelines (CSTA, AP CSP)



Action on 
CLARK

30

240+ Learning Objects reviewed 

for relevance as of April 3, 2023





Stay in Touch!

General Inquiries

info@secured.team

Editorial Team

editors@secured.team

Blair Taylor

btaylor@towson.edu

Sidd Kaza

skaza@towson.edu

mailto:btaylor@towson.edu
mailto:skaza@towson.edu

