* https://ozgurozmen.github.io/
EJ @mozgurozmen

Muslum Ozgur Ozmen

Career Highlights
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* Research Interests

* Systems Security
* l1oT/CPS Security and Privacy

* Applied Cryptography
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Background
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My research goal is to create a unified model for loT environments @
and security policies through the interplay of hybrid modeling and forma
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loTSeer [CCS'22]
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Evasion Attacks and Defenses [NDSS'23]
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Ongoing and Future Work

o | Th’ hanne| Attacks against Intermittent Devices
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* Longer Term Research Plan

* Automated Policy Generation for loT and CPS
* ForensicsinloT and CPS
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